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1
SYSTEM AND METHOD FOR
CONTROLLING SAS EXPANDER TO
ELECTRONICALLY CONNECT TO A RAID
CARD

BACKGROUND

1. Technical Field

Embodiments of the present disclosure relate to redundant
array of independent disks (RAID) card connection technol-
ogy, and more particularly to a system and method for con-
trolling serial attached small computer system interface
(SAS) expander to electronically connect to a RAID card.

2. Description of Related Art

A RAID card can be connected to a plurality of peripheral
devices through a SAS expander. For example, the RAID may
be connected to a hard disk drive (HDD) or other SAS
expanders through the SAS expander. A firmware of the SAS
expander needs to be adjusted according to an attribute or a
type of the RAID card. Generally, once the firmware of the
SAS expander is built, the RAID card connected to the SAS
expander cannot be changed randomly. If the SAS expanderis
changed to electronically connect to other RAID cards
directly, correlative information of the peripheral device con-
necting to the SAS expander may be confused or lost.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a block diagram of one embodiment of an elec-
tronic device including a control system.

FIG. 2 is a block diagram of function modules of a control
system included in the electronic device of FIG. 1.

FIG. 3 is a flowchart of one embodiment of a method for
controlling a SAS expander to electronically connect to a
RAID card in the electronic device of FIG. 1.

DETAILED DESCRIPTION

The disclosure is illustrated by way of example and not by
way of limitation in the figures of the accompanying draw-
ings, in which like reference numerals indicate similar ele-
ments. It should be noted that references to “an” or “one”
embodiment in this disclosure are not necessarily to the same
embodiment, and such references can mean “at least one.”

In general, the word “module” as used herein refers to logic
embodied in hardware or firmware, or to a collection of soft-
ware instructions, written in a programming language, such
as, Java, C, or assembly. One or more software instructions in
the modules may be embedded in firmware, such as in an
erasable-programmable read-only memory (EPROM). The
modules described herein may be implemented as either soft-
ware and/or hardware modules and may be stored in any type
of'non-transitory computer-readable medium or other storage
device. Some non-limiting examples of non-transitory com-
puter-readable media include compact discs (CDs), digital
versatile discs (DVDs), Blu-ray disks, flash memory, and hard
disk drives.

FIG. 1 is a block diagram of one embodiment of an elec-
tronic device 1. The electronic device 1 includes a control
system 20. The electronic device 1 further includes at least
one processor 10, a storage system 30, a RAID card 40, and a
SAS expander 50. The at least one processor 10 executes one
or more computerized codes and other applications of the
electronic device 1, to provide functions of the control system
20. The storage system 30 stores data of the electronic device
1. The control system 20 may adjust correlative parameters of
the SAS expander 50 according information of the RAID card
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40 automatically, and make the SAS expander 50 connect to
different RAID cards conveniently.

The at least one processor 10 is electronically connected to
both of the RAID card 40 and the SAS expander 50. The
RAID card 40 may be electronically connected to the SAS
expander 50 through a SAS port (not shown in FIG. 1). The
SAS expander 50 may be electronically connected to one or
more peripheral devices (not shown in FIG. 1), such as, a hard
disk drive (HDD), for example.

Different RAID cards may support different RAID levels.
The RAID levels may include RAID 0, RAID 1, RAID 3,
RAID 4,RAID 5,RAID 6, RAID 10, RAID 50, RAID 60, for
example. The SAS expander 50 includes a flash memory (not
shown in FIG. 1) to store a firmware of the SAS expander 50.
The firmware is embedded in the SAS expander 50 and makes
functions of the SAS expander 50 work normally, and the
firmware can be updated or upgraded. The firmware may
accommodate, but are not limited to, configuration param-
eters of the SAS expander 50, such as, configuration data of a
physical layer (PHY) of the SAS expander 50, address data of
the SAS expander 50, connection data of the PHY of the SAS
expander 50, for example. In one embodiment, when the SAS
expander 50 is electronically connected to a RAID card cor-
rectly, the firmware further accommodate information of the
connected RAID card, such as, the RAID levels that the
connected RAID card supports, for example.

In one embodiment, a firmware file is stored in the storage
system 30. The firmware file includes fixed pages (storage
units of information) that store information of a RAID card,
and configuration parameters of the SAS expander 50 corre-
sponding to the RAID card. The firmware of the SAS
expander 50 may be updated by storing the firmware file into
the flash memory of the SAS expander 50.

FIG. 2 is a block diagram of function modules of the
control system 20 included in the electronic device of FIG. 1.
In the embodiment, the control system 20 may include an
establishment module 200, a first reading module 202, a
determination module 204, a second reading module 206, and
amatching module 208. The modules 200,202, 204, 206, and
208 comprise computerized codes in the window of one or
more programs that are stored in the storage system 30. The
computerized codes include instructions that are executed by
the at least one processor 10 to provide functions for the
modules 200, 202, 204, 206, and 208. Details of each of the
modules will be given in FIG. 3.

FIG. 3 is a flowchart of one embodiment of method for
controlling the SAS expander 50 to electronically connect to
the RAID card 40 using the electronic device of FIG. 1.
Depending on the embodiment, additional steps may be
added, others deleted, and the ordering of the steps may be
changed.

In step S110, the establishment module 200 establishes a
plurality of different types of RAID cards according to the
RAID levels that the RAID cards support in the storage sys-
tem 30, and establishes the configuration parameters of the
SAS expander 50 corresponding to each type of RAID cards
into the storage system 30. In one embodiment, the types of
RAID cards may include, but is not limited to an IRRAID
type that only supports the RAID 0 and the RAID 1, an IT
RAID type that supports other RAID levels except the RAID
0 and the RAID 1, and a MEGA RAID type that supports
RAID 0, RAID 1, RAID 5, RAID 6, RAIDS0, and RAID 60,
for example. The types RAID cards can be established
according to user preference or actual requirements.

If the SAS expander 50 is electronically connected to the
RAID card 40, in step S111, the first reading module 202
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reads information of the RAID card 40 including the RAID
levels that the RAID card 40 support.

In step S112, the determination module 204 determines
whether the RAID card 40 matches the SAS expander 50. In
some embodiments, if the read RAID levels in the read infor-
mation of the RAID card 40 are the same as the RAID levels
stored in the firmware of the SAS expander 50, the determi-
nation module 204 determines that the RAID card 40 matches
the SAS expander 50, and the procedure ends. If the read
RAID levels in the read information of the RAID card 40 are
different from the RAID levels stored in the firmware of the
SAS expander 50, the determination module 204 determines
that the RAID card 40 does not match the SAS expander 50,
and step S113 is implemented.

In other embodiments, if the SAS expander 50 is not con-
nected to any RAID card correctly before connecting to the
RAID card 40, there is no information about the RAID level
stored in the SAS expander 50. The determination module
204 also determines that the RAID card 40 does not match the
SAS expander 50, and step S113 is implemented.

In step S113, the second reading module 206 reads the
configuration parameters corresponding to the RAID card 40,
and writes the read configuration parameters and the read
information of the RAID card 40 into the firmware file in the
storage system 30. The second reading module 206 reads the
configuration parameters according to the type of the read
RAID levels in the read information of the RAID card 40.

In step S114, the matching module 208 stores the firmware
file into the flash memory of the SAS expander 50, for updat-
ing the firmware of the SAS expander 50. Then, the RAID
card 40 matches the SAS expander 50, and is electronically
connected to the SAS expander 50 correctly. In one embodi-
ment, if the firmware is updated, the SAS expander 50 needs
to restart to be used normally.

All of the processes described above may be embodied in,
and fully automated via, functional code modules executed
by one or more general purpose processors such as the pro-
cessor 30. The code modules may be stored in any type of
non-transitory readable medium or other storage device such
as the storage system 30. Some or all of the methods may
alternatively be embodied in specialized hardware. Depend-
ing on the embodiment, the non-transitory readable medium
may be a hard disk drive, a compact disc, a digital versatile
disc, a tape drive, or other suitable storage medium.

The described embodiments are merely examples of
implementations, and have been set forth for a clear under-
standing of the principles of the present disclosure. Variations
and modifications may be made without departing substan-
tially from the spirit and principles of the present disclosure.
All such modifications and variations are intended to be
included within the scope of this disclosure and the described
inventive embodiments, and the present disclosure is pro-
tected by the following claims and their equivalents.

What is claimed is:

1. A computer-implemented method for controlling a serial
attached small computer system interface (SAS) expander to
electronically connect to a redundant array of independent
disks (RAID) card in an electronic device, the method com-
prising:

establishing a plurality of different types of RAID cards

according to RAID levels that the RAID cards support,
and establishing configuration parameters of the SAS
expander corresponding to each type of the RAID cards
in a storage system of the electronic device;

reading information of the RAID card in the electronic

device if the SAS expander is electronically connected
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to the RAID card, the read information comprising
RAID levels that the RAID card supports;

determining whether the RAID card matches the SAS
expander by comparing whether the RAID levels in the
read information of the RAID card are the same as RAID
levels stored in a firmware of the SAS expander, the
stored RAID levels being supported by a previous RAID
card in the electronic device which is connected to the
SAS expander correctly;

reading the configuration parameters of the SAS expander
corresponding to the RAID card, and writing the read
configuration parameters and the read information of the
RAID card into a firmware file in the storage system, if
the RAID card does not match the SAS expander; and

storing the firmware file into a flash memory of the SAS
expander.

2. The method according to claim 1, wherein the firmware
file comprises fixed pages that store the read information of
the RAID card and the read configuration parameters of the
SAS expander corresponding to the RAID card.

3. The method according to claim 1, further comprising:

determining that the RAID card match the SAS expander

when the RAID levels in the read information of the
RAID card are the same as the stored RAID levels in the
firmware of the SAS expander; or

determining that the RAID card does not match the SAS

expander when the RAID levels in the read information
of the RAID card are different from the stored RAID
levels in the firmware of the SAS expander.
4. The method according to claim 1, further comprising:
determining that the RAID card does not match the SAS
expander, if there is no previous RAID card being elec-
tronically connected to the SAS expander correctly and
no information of the RAID level is stored in the firm-
ware of SAS expander.
5. The method according to claim 1, wherein the firmware
of the SAS expander is updated when the firmware file is
stored into the flash memory of the SAS expander.
6. A non-transitory storage medium storing a set of instruc-
tions, when executed by at least one processor of an electronic
device, cause the at least one processor to perform a method
for controlling a serial attached small computer system inter-
face (SAS) expander to electronically connect to a redundant
array of independent disks (RAID) card, the method compris-
ing:
establishing a plurality of different types of RAID cards
according to RAID levels that the RAID cards support,
and establishing configuration parameters of the SAS
expander corresponding to each type of the RAID cards
in a storage system of the electronic device;
reading information of the RAID card in the electronic
device if the SAS expander is electronically connected
to the RAID card, the read information comprising
RAID levels that the RAID card supports;

determining whether the RAID card matches the SAS
expander by comparing whether the RAID levels in the
read information of the RAID card are the same as RAID
levels stored in a firmware of the SAS expander, the
stored RAID levels being supported by a previous RAID
card in the electronic device which is connected to the
SAS expander correctly;

reading the configuration parameters of the SAS expander
corresponding to the RAID card, and writing the read
configuration parameters and the read information of the
RAID card into a firmware file in the storage system, if
the RAID card does not match the SAS expander; and
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storing the firmware file into a flash memory of the SAS
expander.

7. The non-transitory storage medium according to claim

6, wherein the firmware file comprises fixed pages that store
the read information of the RAID card and the configuration
parameters of the SAS expander corresponding to the RAID
card.

8. The non-transitory storage medium according to claim

6, wherein the method further comprises:

determining that the RAID card match the SAS expander
when the RAID levels in the read information of the
RAID card are the same as the stored RAID levels in the
firmware of the SAS expander; or

determining that the RAID card does not match the SAS
expander when the RAID levels in the read information
of the RAID card are different from the stored RAID
levels in the firmware of the SAS expander.

9. The non-transitory storage medium according to claim

6, wherein the method further comprises:

determining that the RAID card does not match the SAS
expander, if there is no previous RAID card being elec-
tronically connected to the SAS expander correctly and
no information of the RAID level is stored in the firm-
ware of SAS expander.

10. The non-transitory storage medium according to claim

6, wherein the firmware of the SAS expander is updated when
the firmware file is stored into the flash memory of the SAS
expander.

11. An electronic device, comprising:

a serial attached small computer system interface (SAS)
expander, a redundant array of independent disks
(RAID) card;

a storage system,

at least one processor; and

one or more programs that are stored in the storage system
and executed by the at least one processor, the one or
more programs comprising:

an establishment module that establishes a plurality of
different types of RAID cards according to RAID levels
that the RAID cards support, and establishes configura-
tion parameters of the SAS expander corresponding to
each type of the RAID cards in the storage system;
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a first reading module that reads information of the RAID
card if the SAS expander is electronically connected to
the RAID card, the read information comprising RAID
levels that the RAID card supports;

a determination module that determines whether the RAID
card matches the SAS expander by comparing whether
the RAID levels in the read information of the RAID
card are the same as RAID levels stored in a firmware of
the SAS expander, the stored RAID levels being sup-
ported by a previous RAID card in the electronic device
which is connected to the SAS expander correctly;

a second reading module that reads the configuration
parameters of the SAS expander corresponding to the
RAID card, and writes the read configuration param-
eters and the read information of the RAID card into a
firmware file in the storage system, if the RAID card
does not match the SAS expander;

a matching module that stores the firmware file into a flash
memory of the SAS expander.

12. The electronic device according to claim 11, wherein
the firmware file comprises fixed pages that store the read
information of the RAID card and the configuration param-
eters of the SAS expander corresponding to the RAID card.

13. The electronic device according to claim 11, wherein
the determination module determines that the RAID card
matches the SAS expander when the RAID levels in the read
information of the RAID card are the same as the stored
RAID levels in the firmware of the SAS expander, and deter-
mines that the RAID card does not match the SAS expander
when the RAID levels in the read information of the RAID
card are different from the stored RAID levels in the firmware
of'the SAS expander.

14. The electronic device according to claim 11, wherein
the determination module further determines that the RAID
card does not match the SAS expander, if there is no previous
RAID card being electronically connected to the SAS
expander correctly and no information of the RAID level is
stored in the firmware of SAS expander.

15. The electronic device according to claim 11, wherein
the firmware of the SAS expander is updated when the firm-
ware file is stored into the flash memory of the SAS expander.
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